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Folders (Files)

Folders (files) are the level at which Records Governance compliance is achieved. For this
reason, there is often fields on the Record Entry Form for folders (files) that require you to
select an appropriate Classification and Security/Access Controls based on the information to
be housed in that folder (file). Folders (files) can contain sub-folders, documents, emails,
photos etc.

Note: Some TRIM9 record types of this level use the terminology ‘folder’ whilst others use the
terminology ‘file’. For the remainder of this guide, folder will be used to refer to both folder
and file record types.

Creating folders is generally more difficult than creating cabinets and sub-folders, as folders
generally have more fields to complete, and as mentioned above, folders will generally also
require you to select an appropriate Classification and Security/Access Controls.

Note: Before creating a folder, it is a good idea to conduct a search of TRIM9 to ensure a
folder of the same or similar name which will meet your requirements doesn’t already exist.

Hint: In TRIM9; folders, along with cabinets and sub-folders are all referred to as Containers
as they can contain other records.

Creating Folders

Folders can be created either as a stand-alone folder or can be created inside a cabinet. For
more information on cabinets and how they can be used to group and organise folders please
refer to the TRIMI - Quick Reference Guide - D20/325043 - Creating and Working with
Cabinets in TRIMS.

To create a folder in TRIM9:

1. First determine if you want to create a stand-alone folder or if you want to create
the folder inside a cabinet, then follow the appropriate instructions below:

- To create a stand-alone folder:
Ensure the ‘HOME’ tab is selected, then click on the New button:

m HOME )| SEARCH  VIEW
+ El.i [ D)

Mew Properties Explorer View Edit Revisions Create PDF
= Rendition

File Document
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- OR, to create a folder inside a cabinet:

Right-click on the cabinet which you want to create a folder within, then

select New - New Record:
£ Record Number Title

C20/86 I I Records Governance Services (RGS)

Tag All Ctrl=2&
Untag all Ctrl=U

Invert all tags

Copy Ctrl=C

L New P”— MNew Record

Search 4

[E CopyRecord
Details P IE New Version

Next, you need to select the folder record type which you want to create. The main
folder record type (which is available to all TRIM9 users) is the green ELECTRONIC
FOLDER:

B8 ELECTROMIC FOLDER

Note: There are several other specialised folder (file) record types which exist in
TRIMO for certain University functions. E.g. HOMESTAY FOLDER, PROGRAM FOLDER,
STUDENT MISCONDUCT FOLDER, GIPA FILE, PRIVACY FILE. Each of these specialised
record types are only available to the TRIM9 users whose work involves these
records.

If a specialised record type exists for the records you are saving, then this would be
the appropriate folder record type to use. If not, the appropriate folder record type
to use would be the green ELECTRONIC FOLDER (used in example below):

Select the appropriate folder record type by clicking on it once, then click OK:

i'.i Mame ~
B ELECTROMIC CABIMET - LEVEL 3

== ELECTROMIC CABIMET - LEVEL 4

|- ELECTROMIC FOLDER

Bl ELECTROMIC FOLDER LEVEL 1 W
< >

| QK | Cancel Help
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3. The Record Entry Form for your selected folder record type will appear on screen. Classification
Note: Any field with a red asterisk to the left of it is a mandatory field. Mandatory 4. j”:ce purp.ose'ofhthe Cdlasjc":_cat';’nfﬁlzld IS todc;tegtlarlse'the folctl)er so vye I;n;)w what
fields must be completed before you can save your new folder. If you don’t complete in orrTatftaln '_s ouse' within t eh ° l;r' an O\_N ong' it must 'er:eta:lne' orhto
a mandatory field, you will be prompted to do so: meet legis at!\{e rgquwements. Should you requwe ass!stance'vylt se.e'ctlng t e'
correct Classification for your folder, or be interested in receiving training on using
Hint: Some fields may be pre-populated for you: the ‘Classification’ field; please contact Records Governance Services on 492 15306
i i or records@newcastle.edu.au
B8 New ELECTRONIC FOLDER || B (|
Specialised folder record types will most often have the ‘Classification’ field pre-
General MNotes  Proposed Commercial Activities populated for you. If this is the case, please move forward to Step 5. However, if you
do need to complete the ‘Classification’ field, below are instructions on how to do
Classification 50
e a. Click on the magnifying glass button at the end of the ‘Classification’ field:
wlty Classification
# ||
m
_ > via)
~_ Title [Free Text Part) N/
O

v | % Hint: The drop-down arrow at the end of the ‘Classification’ field is a quick and easy
way to display and select Classifications you have used previously.
Security Access Control b. Top Level Classifications will appear. Scroll through the list of Top Level
staff in Confidence @ @ Classifications to find the most appropriate for the folder you are creating,
- then click on the triangle to the left of it to see the Second Level options for
Owner Assignee that Classification:
| Council and Records Managl o |ln_| | Records Governance SEwicel o |'ﬂ.|
Mame -~ "~
External 1D Record Closed Date ¢ |F ASSESSMENT
| | | |E| i | COMMERCIAL OPERATIONS

&> | FE COMMUNITY RELATIONS

i | W COMPENSATION

| ok | | Cancel | | Help | 1> | W COMPLAINTS MAMAGEMENT
&> W CONTRACT MANAGEMENT

i+ W CURRICULUM MAMAGEMENT

Note: You can’t attach a Top Level Classification to a folder.
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The Second Level Classifications for your chosen Classification will appear.
Only Classifications with the below icon can be attached to a folder:

(i

For some Classifications it is possible that some of its Second Level
Classifications are not able to be attached to a folder (example below).
Should you encounter this, you will need to click on the triangle to the left
of the Classification to see the Third Level options for that Classification:

Mame -~ ~

4 ¥E INFORMATION MANAGEMENT

- (B AaDvice

- [ AGREEMENTS

- (I APPLICATION DEVELOPMENT AND MANAGEMENT

- [ auDiT

i [ compLIANCE

- [if customEer serviCE

- (I DIsPosaL

- [} ENQUIRIES [Detailed)

- [I ENQUIRIES (Routine)

[ EvaLusTiON

- (I EXTERMAL PUBLICATIONS FOR REFERENCE
GOVERNMENT INFORMATION PUBLIC ACCESS (GIPA)

& [H IMPLEMENTATION

& (I INTELLECTUAL PROPERTY (1P}

- [} kNOWLEDGE BANK

- [H PLAMNING

Hint: Some Second Level Classifications which can be attached to a folder
may also have Third Level Classification options which may be more
appropriate for the records you are saving into TRIM9. Once you have
located the correct Second Level Classification, it is good practice to click
the triangle next to it to check if there is a Third Level option.
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d. When you have located the correct Classification, click on it once to select
it, then click OK:

Mame ~ ~

4 T8 INFORMATION MANAGEMENT
b [ aDvice
& I AGREEMENTS
- [} APPLICATION DEVELOPMENT AND MANAGEMENT
= [ avoir
b [IH compLANCE
= [Jf cusToMER SERVICE
1[I DisposaL
= [ ENQUIRIES [Detailed)
& [ ENQUIRIES (Routine)
= [ evalusmon
- [I8 EXTERMAL PUBLICATIONS FOR REFERENCE
- W& GOVERNMENT INFORMATION PUBLIC ACCESS (GIPA)
BI5] impLEMENTATION

1= [BH INTELLECTUAL PROPERTY (IF) v
£ >

Records relating to the implementation and initial monitoring of information
management systems and projects within the organisation, including
recordkeeping, knowledge management and library management systems and
projects. Includes pilots and post implementation reviews,

' Properties » Motes /

‘ﬁb Cancel || Search || Help

e. Your selected Classification will now be populated in the ‘Classification’
field:

Classification
# | INFORMATION MANAGEMENT - IMPLEMENTATION
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Title b. With the ‘Security’ window displayed, click on the ‘Security Level’ drop-

In the ‘Title (Free Text Part)’ field, type in an appropriate title for your folder in line
with any local naming guidelines or general UON titling guidance.

Hint: The Classification you selected will form the first part of your title, and the
‘Free Text Part’ you type will form the remainder of your title.

Hint: If you require assistance with titling please refer to the TRIMS - Quick Reference
Guide - D18/353404 - TRIM9 Record Titling

M
Classification

# [ INFORMATION MANAGEMENT - IMPLEMENTATION
v e
Title [Free Text Part)
# | TRIMS Upgrade - 2020
~ |%a

Security

If the Record Entry Form has a field titled ‘Security’, below is information on this
field, and instructions on how to complete it (should this be necessary). If not, please
move forward to Step 7:

By default, the ‘Security’ field should be populated with Staff in Confidence.
However, some Classifications (refer Step 4 above) will automatically populate this
field with higher/additional security restrictions. Generally, whatever is prepopulated
in the ‘Security’ field should be sufficient, as Access Controls (discussed below) are
primarily used at UON to control access to records in TRIM9. However, if you are
dealing with sensitive information which should have higher/additional security
restrictions on it; you can customise the Security for the folder you are creating as
per the below instructions.

a. Click the magnifying glass button to open the ‘Security’ window:

Security
Staff in Confidence @
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down arrow, and select the most suitable Security Level for the folder you
are creating:

Security *

Security Level

Staff in Confidence (|v

[Mo security level]

Staff in Confidence
Restricted Add
Highly Restricted

Remaove

Within the ‘Security’ window is also where you add Security Caveats. By
default, the ‘Active Security Caveats’ field is blank. However, some
Classifications (refer Step 4 above) will automatically populate this field with
one or more Active Security Caveats. Generally, whatever is prepopulated
here should be sufficient, as Access Controls (discussed below) are primarily
used at UON to control access to records in TRIM9. However, if you are
dealing with information which requires a Security Caveat to be applied to
it, this can be done by clicking the Add button to the right of the ‘Active
Security Caveats’ field and selecting the required Security Caveat from the
list:

Security X

Security Level

Staff in Confidence v|

Active Security Caveats

Add

Remave
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d. Select any applicable Security Caveats (or select multiple by clicking to the Access Controls
left of them to tag them), then select OK: 7. If the Record Entry Form has a field titled ‘Access Control’, below are instructions on
% Select from Security Caveats - 24,25,26,1525,1524,20,526 - 7 Securit... o X how to complete this field. If not, please move forward to Step 8.
Security Caveats Note: The ‘Access Control’ field may be pre-populated for you depending on either
- which folder record type you selected in Step 2, or which Classification you chose in
D ipti -~ Abbreviati . . . .
_esmp o reviation Step 4. If so, and you are happy with the Locations which have been pre-populated in
SRR AFS this field; you may move forward to Step 8.
Commercial in Confidence ClC
GIPA { Government Information Public Access) GIRA Access Controls are Security controls which can be applied to control access to
Information Services Manager IS records within TRIM9. Access can be granted or denied to users or groups of users.
:93' P”v:'ege ;ZR This is particularly useful when the contents of a folder are confidential and only a
ersonne L. .
Tender Stakeholder Strategy Group T5se selected group of users should have permission to view the records.

Access Controls should be applied at the folder level. It is generally easier to maintain
Access Controls at the folder level rather than the individual document level,
especially when the majority of documents saved in a folder will likely require the
same Access Controls. By default, records contained within a folder will automatically
inherit Access Controls from the folder (l.e. sub-folders, documents, emails etc.
within a folder will have the same access restrictions as the folder).

Description T Audit Papers Group

Below is listed the seven available Access Controls, and an explanation of the

Properties  Notes purpose of each one:
N
T ok )| caneel Search Help Access Control Purpose
View Document Permits those listed to view the folder and documents within it — users
must also have the “View Metadata” permission to view the document.
. ‘ . . .
e. Click OKto close the ‘Security’ window: View Metadata Permits those listed to view the title and metadata of the folder and its
Security X contents, but NOT actually open the document and view it. Users must
have the “View Document” permission to view any documents inside the
Security Level
- - folder.
Staff in Confidence ~
Active Security Caveats Update Document Permits users listed to edit documents within the folder.
Add Update Record Permits users listed to make changes to the record metadata. E.g., Update
Remove Metadata the title.
Modify Record Access Permits users listed to make changes to the Security and Access Controls
on a record.
Destroy Record Users are unable to destroy records so this can remain as <Unrestricted>.
Contribute Contents Permits users listed to save documents inside the folder.

—

‘“' Cancel Help
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To complete/make changes to the ‘Access Control’ field:
a. Click the magnifying glass button to open the ‘Access control’ window:

a

b. Place atick next to any Access Controls you wish to change (example below)
then click Custom:

Access Control

Access control O bt
' AccessTo Details
' | view Document < Unrestricted >
Wiew Metadata = Unrestricted=
+ Update Document < Unrestricted>
Update Record Metadata < Unrestricted>
Modify Record Access < Unrestricted>
Destroy Record < Unrestricted>
___ Contribute Contents <Unrestricteds
< >

Bypass Record Type access control references

Clear u,c:mtainer | | Private | 1‘

 —

ok | cancet | Help |

Hint: If you are creating your folder inside a cabinet, and that cabinet already
has the required Access Controls assigned to it; then instead of clicking
Custom above, click Container instead. Your selected Access Controls for your
folder will then inherit the Access Controls of the cabinet it is being placed
within. If no other changes are required, you can then select OK to close the
‘Access control’ window and proceed to Step 8.
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c. The ‘Customize access’ window will appear. As the below window explains,

you can perform one of three actions:

- The first option will keep any Locations currently on your selected Access
Control(s) (if any) and add in any number of new Locations.

- The second option will remove any number of Locations from your
selected Access Control(s) (if any).

- The third option will replace the Locations currently listed on your
selected Access Control(s) (if any) with a new list of Locations.

Select the option you want to perform, then click Add:

Hint: If you are
creating your new
folder in a cabinet,
placing a tick in

Customize access (Multiple) O X

You can perform one of 3 actions. You can add any number of locations to an
access control, or you can remove any number of Locations or you can
replace the current access list with a new one,

O Add Locations To Access Control
O Remove Locations From Access Control
@ Replace Current Access Control List with this list of Locations

Name e D

__——

this checkbox will
copy over any
Locations in the
cabinet’s
corresponding
Access Control(s)
(the Access
Controls which you
selected at Step b
to the left).

Remaove

—}DAISO include any locations in the corresponding access contral of the
container record

oK | | canct || Hew

Page | 6



THE UNIVERSITY OF

NEWCASTLE

AUSTRALIA

Quick Reference Guide — Creating and Working with Folders (Files) in TRIM9

d. The ‘Select from Access Control location’ window will appear. Don’t click
anywhere, but instead just start typing the surname of the person or the
name of the Position, Unit/Team you wish to add. When you start typing
the ‘Prefix Search — Name’ window will pop up. Click OK to run the search:

Hint: An easy way to locate a ‘Position’ Location such as ‘TRIM Administrator’ or
‘Manager Records Governance Services’, or other Location such as a School or
Business Unit is;

- AtStep d (refer left) search for a person who is in that Location.

4 H ’ 4
@ Prefix Search - Name X - Then, when the Selgct from Access Control location wmdqw a_tppears (refer
Step e to the left), click on the person you searched for to highlight them blue.
e
|rheinberger| | ‘m’ - Then, press Ctrl+J on the keyboard to navigate one level up the TRIM9
. ~— Locations Hierarchy.
Prefix is out of range. Try to reselect? Examples:
o If you press Ctrl+) on a Person Location, TRIM9 will likely display that
e. The list of matching Locations will appear: person’s Position Location, or Team/Business Unit Location they are a
- : : : member of.
e Select from Access Control location - Lecations - name:rheinberger... O X o If you press Ctrl+J on a Business Unit or School Location, TRIM9 will
Search by Matching criteria likely display the Division Location or College Location which that
+ | Display Name |v |°~| | |V| @ Business Unit or School resides under.
Hew ¥ & name - ®% Select from Access Control location - Locations - hasMember:Rhei... O b4
G | ey S
Favarites @ Rheinberger, John + | Display Name |v |Q| | |v | IEI
a New + 9'. Name ~
Me @ 5] iInformation Officer - RGS
i: Favorites
@
My i
memberships < > Me
Hint: When selecting Locations to grant access to, select: My
memberships < 3
- A Green Organisation Location E and/or % . S ——————
ame [O)| Information 1cer -
. r Al Business Phone
- A Green Group Location . and/or Mobile Phone
;?* Email Address

7]
o
=
m
o

- A Green Position Location |

L
o
o
a
=3
o
o

%

Do Not select a Person Location IEI because if that person transfers to a User Labels bromerties (T
different Team, Unit, School, Faculty etc. it will likely be no longer appropriate for Q
them to have access to that folder.

RefineEl I OK | | Cancel | | Search | | Help
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- If necessary, you can continue to use Ctrl+]J to navigate up the TRIM9 Locations f. The Location(s) you added will now be displayed in the ‘Customize access’
Hierarchy until you have located the Position/Business Unit/School etc. window. If necessary, you can repeat the above steps to add additional
Location you want to select. Once you have located the Location you want to Locations. When you’re ready, click OK to close the ‘Customize access’
select, click on it once to highlight it blue, then click OK: window:

&% Select from Access Centrol location - Lecations - hasMember:Infor... O X Customize access (Multiple) d *
Search by Matching criteria
+ | Display Name |V |0.| | |v| |§| You can perform one of 3 actions. You can add any number of locations to an
access control, or you can remove any number of Locations or you can
MNew J g._ Name ~ replace the current access list with a new one,
@ [ |E| Records Governance Services (RGS)
Favorites [ TRIM Enterprise Implementation Project Team OAdd Locations To Access Contral
. Remove Locations From Access Control
a Hint: If you O
Replace Current Access Control List with this list of Locations

Me have added a @ Rep

f Location but Mame Add

y now want to [£3] Records Governance Services [RGS)

v

memberships <

MName |E| Records Governance Services (RGS)
Business Phone
Mobile Phone

Email Address b records@newcastle.edu.au

Il
Pl
R oIS

[=%

remove it, if
you click on it
once to
highlight it blue
you can then

Remaove

IE

use the
Searches
Remove button
EI to remove it.
User Labels
Properties A MNotes
RefineE 1“' | Cancel | | Search | | Help

Hint: If there are TRIM9 Locations which you think you will need to use

regularly; you can add them to your Favourites by right-clicking on them > ‘“, | | | Help
Send To > Favorites —

Then in future when you’re looking for a Location in a Locations window such
as the one above, you may be able to click on the Favorites button to easily
find it.
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container record

|:|Also include any locations in the corresponding access control of the
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g. You can see the changes to the Access Controls under the ‘Details’ column. h. The ‘Access Control’ field will now be populated with the changes you
If necessary, you can repeat the above steps to make further changes. made:
’ H { ’ H
When you’re ready, click OK to close the ‘Access control’ window and save 9 New ELECTRONIC FOLDER ==
the changes:
General Notes Proposed Commercial Activities
Access control O >
Classification
# | INFORMATION MANAGEMENT - IMPLEMENTATION
+ AccessTo Details =¥
' View Document People in (Records Governance Services [RGS))
View Metadata <Unrestricted > Title (Free Text Part)
. . # | TRIM Upgrade - 2020
\f Update Document People in [Records Governance Services [RG5])
Update Record Metadata <Unrestricted > Nl
Modify Record Access <Unrestricted>
Destroy Record <Unrestricted > Security Access Control
) ) Staff in Confidence @ View Document: People in (Records Gov@
Contribute Caontents <Unrestricted>
Owner Assignee
% | Records Governance Services (RGS) |V|Q| 4 | Records Governance Services (RGS) |v |Q|
< >
External I Record Closed Date
Bypass Record Type access control references [ | | | |E|
Clear | | Container | ‘ Private ‘ I Custom I
o~ oK I | Cancel | | Help |
C o D[ ana || new
R

8. Click OK to create the folder.

9. Your new folder will appear in TRIM9:
E3 Record Number Title

| | INFORMATION MANAGEMENT - IMPLEMENTATION - TRIM Upgrade - 2020
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