A. Procedure

1. Audience

1.1 All University staff, vendors, students, volunteers, and members of advisory and governing bodies, in all campuses and locations of the University and at all times while engaged in University business or otherwise representing the University.

2. Purpose

2.1 The University of Newcastle is committed to and is responsible for ensuring the confidentiality, integrity, and availability of the data and information stored on its systems.

2.2 Securing the network infrastructure is a crucial element in providing a reliable operational environment for the University’s academic, research and administrative functions.

2.3 The intent of this procedure is to establish appropriate network security controls to protect University ICT services and systems against downtime due to malicious and unintentional failures, to prevent unauthorised individuals from accessing ICT network resources and to protect University confidential data.

3. Scope

3.1 This procedure applies to:

(a) All members of the University community including staff, students, vendors and contractors who have any device connected to the University network including, but not limited to, desktop computers, laptops, servers, wireless devices, mobile devices, smartphones and telephone system components. Parts of this document where relevant will also apply to anyone who has systems outside the University network that access the University network and resources.

(b) Also applicable UoN IT non managed services and systems, respective system owners to reach out to IT Security & Assurance team for queries on applicability and implementation.
B. Network Security Requirements

The following security configurations are to be followed and implemented across the University ICT network systems and devices. (Applicable also for all systems and devices not managed by UoN IT, system owners to reach out to IT Security & Assurance team for queries on applicability and implementation).

Exceptions will need to be authorised at an Associate Director Level or assessed by the Architectural Advisory Group (AAG).

4. Authentication

4.1 Any user access to University’s internal non-public facing services shall be allowed only after valid Identification, Authentication, and Authorisation of the users. (This policy does not apply to “Public Access” services, including and not limited to “Guest wireless” & “Conference Users”).

4.2 Where systems allow, before a user gains access to University ICT network services and systems, a general system use notice must be displayed that identifies it as a University owned system and warns against unauthorised use of the device, and indicates that use of the system implies consent to all relevant University policies.

5. Firewall

5.1 All University’s internal network resources must be protected from the WAN/Internet, by one or more firewalls to protect University ICT services and systems from external untrusted network access.

5.2 All University ICT services and systems hosting restricted and highly-restricted data must be protected by a network firewall and host-based software firewall (where applicable).

5.3 All access through the University firewalls accessing restricted or highly-restricted information must be assessed on a ‘Deny All - Allow Specific’ principle and ensure that firewall access must be enabled for applications and IP address combinations wherever possible.

5.4 Inbound internet traffic shall be limited to only system component and services within the respective security containers protected by intelligent firewalls and systems and to other authorised ICT services and systems.

5.5 For any change to be enabled in the University firewalls Users must raise a firewall change request and the access will be enabled post approval via the change management process.

6. Remote Access

6.1 All remote access University ICT services and systems must be via a VPN (Refer Cryptography section for acceptable encryption requirements.). This will be enabled after approval by the Associate Director responsible for security (or their delegated officer).
Secure remote access must be controlled with encryption and strong passwords or pass-phrases (dependant on the capability of the underling systems supporting Authentication, Authorisation and Accounting (‘AAA’)). For further information see the Password Requirements section of the University’s Access Control Procedure for acceptable password settings.

The VPN shall be configured in such a way that the users would not be able to access any other network simultaneously while connected to University network (split tunnel).

University staff performing roles of systems administrators must be required to authenticate using Two-Factor authentication mechanisms where available.

All remote access to any administrative interface for University ICT services and systems other than through the University authorised VPN solution must be blocked. Exceptions need to be approved by the CIO.

All systems providing VPN termination must be configured with an idle time-out. The time-out shall be configured to end all sessions after an idle period of 30 mins.

Wireless access points shall be enabled with minimum IEEE 802.11i settings to implement strong encryption for authentication and transmission. The use of WEP as a security standard to access University confidential / internal resources must be avoided.

Network-based IPS must be implemented for all critical data centre networks, networks hosting critical research systems & internet hosted applications, to monitor and prevent attacks.

Management traffic should be separated from user traffic.

VLAN’s shall be setup to restrict network traffic between production environment and non-production environments inside the Data Centre infrastructure.

Security containers / network segmentation shall be created to host all internet facing applications and services in a segregated network from the internal network.

System components that store research data should be hosted in a separate security container and where appropriate, segregated from untrusted networks.

Network configurations managing access to research containers shall be configured to restrict all external untrusted inbound traffic to that which is necessary for the research environment and specifically deny all other traffic, i.e. ‘Deny All - Allow Specific’.

User authenticated unmanaged systems and devices connecting to University wireless access shall be quarantined to a segregated network which permits identical access to
that of a user accessing the University from the Internet, with only restricted access to University internal network and systems.

10.2 University managed systems and devices connecting to University wireless access shall undergo a network posture assessment for availability of current patches, anti-virus software and signatures. With noncompliant devices being denied access, or placed in a quarantined area, or given restricted access to computing resources, thus keeping insecure nodes from infecting the network.

11. **Network Management**

11.1 All network device passwords should be created and managed in accordance with the Administrative User Password Requirements section of the Information Security Access Control Procedure.

11.2 Before installing a device on the network the default account settings and configurations must be changed and devices must be hardened. (Hardening must include but not limited: Disabling or blocking of non-essential services; Restrict access to management interfaces (Console/SSH, Web Admin, FTP, SNMP etc.) to nominated managed networks or nominated management/monitoring devices/systems; Disable all guest or world read access; Change the name of and/or remove default administrator user accounts).

11.3 Patches and updates should be applied to network devices as per Information Security Patch Management Procedure.

11.4 Plain-text protocols should not be used in network management.

11.5 Network Device management interfaces should be on a management network.

11.6 Any console ports used for device management should be secured by a username/password and follow complexity features required as per Password section of the Information Security User Access Management Procedure.

11.7 Network management services should be configured with SNMPv3 with encryption enabled (or other option that does not use plaintext community strings).

11.8 The following protocols are prohibited for use: FTP, telnet, RDP without NLA, SSHv1, SSLv1, SSLv2, SSLv3 and LDAP.

11.9 The configuration of all network equipment should be backed up regularly.

11.10 The configurations should be subject to managed revision control.

11.11 Logs generated from the security devices should be stored and backed up. Refer to Information Security Operations Management Procedure for log retention guidelines.

12. **Cryptography**

12.1 Where technically feasible all communication devices and systems shall be enabled with encryption solutions and must comply with applicable laws and meet the following requirements:
13. **Change Management**

13.1 Any changes required to the Firewall must be requested initiating a request for change request per the change request process along with completing a Change Request Form (See Appendix 1). Refer Information Security Operations Management Procedure for change management process and guidelines.

13.2 Requested changes must be assessed and approved by a senior member of the Networks & Communications Team and by the Networks Team Leader. This assessment will evaluate such areas as the potential impact upon other network devices and network services.

13.3 The change application must then be referred to the IT Security Team

14. **Review and Monitoring**

14.1 The IT Security team will perform a Quarterly vulnerability assessment on the network devices to check compliance to the configurations listed.

14.2 Any intrusion attempts or malicious activity on the network should be monitored on periodic basis. Incidents should be responded to as per the University Information Security Incident Management Guidelines.

14.3 SIEM solutions shall be implemented to perform log correlation and periodically review and monitor for anomalous events.

14.4 Firewalls protecting enterprise systems must be reviewed annually and the documentation of the firewall rule sets are to be retained

15. **Exceptions**

15.1 Exceptions to this procedure may be requested in writing or via email to the relevant IT Associate Director. Exceptions will be assessed based on the business impact, the security risk that the proposed exemption may pose and any compensating controls implemented
16. Enforcement

16.1 All users performing roles of system or application administrators managing University ICT services and systems should be aware of this procedure, their responsibilities and legal obligations. Non-compliance with the provisions of this procedure may result in action under the University’s policies, code of conduct or enterprise agreements, and may also result in referral to a statutory authority and/or agency. Sanctions may include warning, counselling, disciplinary or legal action.

17. Roles and Responsibilities

17.1 The University’s IT Operations, System Administration, Database Administrators, ARCS and Network & Communications teams are responsible for ensuring appropriate enforcement of this procedure on all University ICT services and network devices within their areas of responsibility.

17.2 The IT Security Team is responsible for routinely performing compliance checks with this procedure.

18. Related Documents

18.1 Legislation


(b) Privacy and Personal Information Protection Act 1998 No 133

(c) Health Records and Information Privacy Act 2002

(d) State Records Act 1998

(e) Australian Copyright Act 1968

(f) Copyright Amendment (Digital Agenda) Act 2000

(g) Protected Disclosures Act 1994

(h) NSW State Records Authority Standard on Counter Disaster Strategies for Records and Recordkeeping systems (No. 6)

(i) NSW State Records Authority Standard on Managing a Records Management Program (No. 12)

(j) NSW State Records Authority Standard on Physical Storage of State Records (No. 3)

(k) Crimes Amendment (Computer Offences) Act 2001 (NSW)

(l) Cybercrime Act 2001 (Cth)
18.2 Policies

(a) Information technology Conditions of Use Policy

(b) Information Security Policy
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C. Annexures

1. Annexure 1 – Firewall Change Request Template

Date:

Change Type: Add / Remove / Modify:

Change Request Id: F1/01/2015

<table>
<thead>
<tr>
<th>Requester's Name</th>
<th>Requester's Phone#</th>
<th>Requester's Email</th>
<th>Department</th>
<th>USER NAME</th>
</tr>
</thead>
</table>

Firewall Rule Request:

<table>
<thead>
<tr>
<th>Source Address /Subnet Mask</th>
<th>Source Protocol/Port</th>
<th>Destination Address</th>
<th>Destination Protocol/Port</th>
<th>Action: Deny/Permit</th>
<th>Rule: Add/Remove/Modify</th>
<th>Is this a temporary Change?</th>
<th>If Yes End Date</th>
</tr>
</thead>
</table>
Description / Justification of what you are trying to accomplish (use additional pages if needed):

Reviewer 1 – Networks Lead Request Security Review Results

Reviewer 2 – IT Security & Assurance

Request Results: Approved/Denied, and Comments

Request Results: Approved/Denied, and Comments

Date Closed :

Category : Minor / Major / Significant

The filled and signed form should be sent to networks@newcastle.edu.au